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A. Introduction

Looking at data access rights from the perspective of constitutional law, three categories of potential constitutional requirements need to be considered: Firstly, it must be examined whether any data access rights are derived from the constitution itself. Secondly, it should be considered whether the constitution obliges the legislature to regulate data access rights and enact respective statutory provisions. Thirdly and finally, the constitution must be examined regarding the limits it sets for the legislature if it considers the creation of statutory data access rights. Yet, given the inherent possibility that access to data encroaches on the fundamental rights of the individuals whose data is concerned, the latter question on potential limits for statutory data access rights is relevant regardless of whether the legislature is obliged or simply entitled to create data access rights.

When considering these potential constitutional requirements, a further distinction has to be made depending on who the access petitioner is and who the party obliged to grant access to data is. In the case of access to private data, the fundamental rights set the relevant framework. While fundamental rights can also play a role when access is to be granted to public sector data (e.g. insofar as industrial and business secrets or personal rights of third parties are affected) it is primarily state organisation law that will be relevant in these circumstances. It should also be noted that in the case of statutory data access rights under European Union (EU) law, the EU fundamental rights generally set the standard for legality, even though the German Federal Constitutional Court (Bundesverfassungsgericht) has just recently decided that the national fundamental rights can still apply as a fallback in these constellations.¹

B. The relevant constitutional standard

The substantive standard for all three abovementioned categories – constitutional data access rights, a legislative duty to enact statutory rights of data access and the constitutional limits of such statutory rights of data access – is primarily derived from the fundamental rights. This is true at least as long as the question of data access rights is not shaped by EU law, as the German Federal Constitutional Court has just recently emphasised once again in its decision on the right to be forgotten. From a procedural point of view, it is primarily the legislative competence that is of importance. In cases of private-access petitioners seeking access to data of private individuals, said legislative competence is most likely to be found in Article 74 No. 11 of the German Basic Law (‘law relating to economic matters’). In contrast, if access is sought to public sector data, a distinction must be made between access to data held by federal institutions (Bund), the Federal States (Bundesländer) or municipal bodies (kommunale Einrichtungen).

C. Constitutional data access rights?

I. Access to public sector data

When asking whether data access rights can directly be derived from the constitution, it is self-evident that – if at all – this can only be relevant in cases in which private individuals desire access to public sector data. Given that the fundamental rights are primarily designed as rights of defense of the citizens against intrusions of the state, they consequently can only es-
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2 German Federal Constitutional Court, 6 November 2019, Case 1 BvR 16/13, (2020) Neue Juristische Wochenschrift 300, para. 74 – Recht auf Vergessen I.


tablish rights of data access for citizens against the state, but not for the government towards citizens or between citizens.

1. Article 5(1), first sentence, alt. 2 of the Basic Law – freedom of information

Constitutional data access rights are by no means unknown to the Basic Law. First and foremost, this is apparent from Article 5(1), first sentence of the Basic Law which guarantees the freedom of speech and the freedom of information. The latter gives citizens a right to inform themselves without hindrance from generally accessible sources.\(^5\) Admittedly, at first glance, it may seem surprising to refer to this provision when considering constitutional data access rights. While the primarily terminological divergence between access to ‘information’ and access to ‘data’ stipulates no significant substantive difference from a constitutional point of view,\(^6\) the seemingly disparate motivation for data access may be more troublesome: In the current debate on data access rights, the focus is oftentimes on the economic dimension of data and its significance for digital business models. The freedom of information as laid down in Article 5(1), first sentence, alt. 2 of the Basic Law, however, is traditionally associated with access to data as a prerequisite for the formation of opinions, political participation and thus ul-

---


This notwithstanding, in one of its few decisions on the freedom of information the German Federal Constitutional Court held:

Accordingly, two components are essential for the freedom of information guaranteed in Article 5(1), first sentence, of the Basic Law. One is the relevance for the democratic principle of Article 20(1) of the Basic Law: A democratic state cannot exist without a free and well-informed public opinion. In addition, the freedom of information has a component of an individual right derived from Article 1 and Article 2(1) of the Basic Law. It is one of the elementary needs of human beings to obtain information from as many sources as possible, to expand their own knowledge and thus to develop as a personality. In addition, in modern industrial society, the possession of information is of essential importance for the social position of the individual.

In this context, the economic position of individuals can certainly be understood as an important aspect of their social position. Thus, even though the German Federal Constitutional Court puts a special emphasis on the democratic relevance of the freedom of information, the quoted passage at least supports the conclusion that seeking access to public sector data for purely economic reasons does not fall outside the scope of protection of the freedom of information.

However, while Article 5(1), first sentence, alt. 2 of the Basic Law may therefore, in substance, also cover an individual’s access to public sector data where such access is not primarily politically motivated, it is the prevailing opinion of courts but also of academics that the provision does not contain a direct constitutional data access right to public sector data:

Article 5(1), first sentence, alt. 2 of the Basic Law is a fundamental right


8 German Federal Constitutional Court, 3 October 1969, Case 1 BvR 46/65, 27 Entscheidungen des Bundesverfassungsgerichts 71, 81 – Leipziger Volkszeitung.

9 German Federal Constitutional Court, 24 January 2001, Case 1 BvR 2623/95, 103 Entscheidungen des Bundesverfassungsgerichts 44, 59–60 – Gerichtsfernsehen; Grabenwarter (n. 5) Art. 5(1), (2) paras 1011, 1023; Schemmer (n. 7) Art. 5 GG
defined and shaped by statutory law. It only protects access to information that is generally accessible. This, however, is only the case where the source in question is suitable and intended to provide information to the general public. The intended use, i.e. the question which public sector information should be accessible to the general public, initially must be determined by the legislature. Accordingly, the substantive scope of protection of the freedom of information is not concerned if the legislature does not provide for a corresponding legal provision declaring a source to be publicly available, e.g. by creating data access rights. Certainly, this does not enable the legislature to completely undermine Article 5(1), first sentence, alt. 2 of the Basic Law by never opening up any information to the public and keeping all public sector information secret. Consequently, the German Federal Constitutional Court has also held that at least subsidiary data access rights may be derived directly from the constitution. Nonetheless, as described above, Article 5(1), first sentence, alt. 2 of the Ba-


12 Schemmer (n. 7) Art. 5 para. 26.1; Hain (n. 9) Teil 1 C. para. 23; Dörr (n. 10) § 103 para. 30. See also German Federal Constitutional Court, 24 January 2001, Case 1 BvR 2623/95, 103 Entscheidungen des Bundesverfassungsgerichts 44, 60–61 – Gerichtsfernsehen.

13 Cf. Bethge (n. 9) Art. 5 para. 57.

sic Law does not provide for a general right to access all public sector data. If, however, the legislature decides to create general or specific statutory access rights to public sector data, these statutory rights may be subject to the protection of Article 5(1), first sentence, alt. 2 of the Basic Law and therefore no longer be revoked without cause.

2. Article 2(1) of the Basic Law – general right of personality

Regarding personal data, on the other hand, the German Federal Constitutional Court has indeed acknowledged constitutional data access rights independent of corresponding statutory rights. Such rights against the state can arise from the general right of personality and accompany the right to informational self-determination or render it more effective, as self-determination requires knowledge of who possesses what information about a specific person. While constitutional law primarily obliges the legislature
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16 Cf. Bethge (n. 9) Art. 5 paras 56a, 57; German Federal Constitutional Court, 20 May 2017, Case 1 BvR 1978/13, (2017) Neue Zeitschrift für Verwaltungsrecht, 1618, para. 20; 24 January 2001, Case 1 BvR 2623/95, 103 Entscheidungen des Bundesverfassungsgerichts 44, 60, 61 – *Gerichtsfernsehen*. Differently, Schemmer (n. 7) Art. 5 para. 27.1; Schultze-Fielitz (n. 5) Art. 5 para. 79.


18 Schoch (n. 6) Einleitung paras 74–75; Dreier (n. 4) Art. 2(1) para. 95; German Federal Constitutional Court, 15 December 1983, Case 1 BvR 209/83, 65 Entscheidungen des Bundesverfassungsgerichts 1, 43–46 – *Volkszählung*; 15 January 2008, Case 1 BvR 2/04, 120 Entscheidungen des Bundesverfassungsgerichts 31, 360–361; Rhineland-Palatinate Constitutional Court, 4 November 1998, Case
to create statutory data access rights in this regard,19 citizens can request access to their personal data directly on the basis of Article 2(1) of the Basic Law if the legislature does not fulfil its responsibility.20 However, this shall not be discussed in further detail, in particular given that the EU has enacted corresponding provisions in the General Data Protection Regulation (GDPR).21

II. Interim result

Although the constitution provides for data access rights of citizens against the government, these rights are only rudimentary or conditional: In the case of Article 5(1), first sentence, alt. 2 of the Basic Law, they require an initial legislative decision on data access. The general right of personality, on the other hand, only becomes relevant if the legislature does not fulfil its obligation to enact statutory data access rights, and it only concerns personal data as opposed to machine or other non-personal data.

D. Constitutional duty to create statutory data access rights?

Given that no general data access rights can be derived from the constitution directly, the question arises whether the constitution imposes a duty on the legislature to create statutory data access rights. In this context, a distinction must be made between data access claims of citizens against the


21 See Art. 15 GDPR, which includes the right to receive a complete copy of the personal data undergoing processing.
government on the one hand and data access claims of private individuals against one another.

I. Right of access to public sector data

Although Article 5(1), first sentence, alt. 2 of the Basic Law could theoretically serve as an indication of such a legislative duty, it already has been demonstrated that this provision neither establishes a direct constitutional right of access nor an obligation for the legislature to create statutory access rights. On the contrary, it is clear from the above that only where the legislature enacts statutory access rights they will be protected by the freedom of information and can thus not be abolished without cause.

II. Right of access to private data

Even if the Basic Law does not provide for a legislative duty to create data access rights for citizens towards the government, the question remains whether the fundamental rights can stipulate a legislative duty to create rights of private individuals against one another. In this context, the article will only deal with access to non-personal data, not only because this volume contains a separate chapter on personal data; but also because it is important to consider non-personal data separately. To put it another way: Regarding the question of access to data exclusively from a protection of personal rights point of view would neglect the fact that non-personal data can also enjoy constitutional protection.

The idea that fundamental rights can also oblige the legislature to create statutory protection measures for the legal relationship between private individuals is well established under constitutional law. Decisions to this
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29 German Federal Constitutional Court, 24 January 2001, Case 1 BvR 2623/95, Entscheidungen des Bundesverfassungsgerichts 103, 44 – Gerichtsfernsehen; Schemmer (n. 7) Art. 5 para. 32; Schultze-Fieltz (n. 5) Art. 5 para. 244; Schoch (n. 6) Einleitung para. 73.

30 See references at n. 16.


effect can already be found in the very early case law of the German Federal Constitutional Court, particularly in connection with the right of physical integrity under Article 2(2) of the Basic Law (in some cases in conjunction with Article 1(1) of the Basic Law). The extensive statutory data protection regulations for the processing of private individuals’ personal data by other private parties can also be understood as the result of a governmental duty to protect said private individuals from intrusions on their right of informational self-determination by other private individuals. Moreover, a legislative duty to enact statutes to protect the secrecy of telecommunications from infringements by private parties is derived from Article 10 of the Basic Law. These constitutional obligations to protect have three requirements in common: Firstly, a constitutionally protected legal interest is at stake. Secondly, this legal interest is threatened by private parties in a way that is equivalent to governmental restrictions in its effects. And thirdly, the endangered individuals are not in a position to protect themselves effectively without further legal protection and are, therefore, in need of legal protection.

Based on this case law, one could try to argue that a legislative duty to enact data access rights for private petitioners towards other private individuals could be justified on the grounds that: Firstly, access to data is of


36 German Federal Constitutional Court, 2 March 2010, Case 1 BvR 256/08, 125 Entscheidungen des Bundesverfassungsgerichts 260.

tent times essential for an individual’s economic activity, i.e. the exercise of private autonomy and the freedom of occupation protected by fundamental rights. Secondly, this freedom is frequently restricted by private individuals in a way that is comparable with governmental restrictions, e.g. if private players accumulate large amounts of data and refuse access to private third parties. Thirdly, such private third parties cannot effectively defend themselves against this intrusion on their fundamental rights and must, therefore, be protected by statutory data access rights that can, ultimately, be enforced in court. In my opinion, the idea of a general data access right based on such a constitutional interpretation must be rejected: An understanding of the constitution such that it provides for a general duty to protect data access in private relationships, and which ultimately would demand the creation of data access rights, would not adequately balance the fact that the owner of the data in question – also being a private individual – enjoys protection by fundamental rights as well.³⁸ This is true even though there is currently no data property right or comparable ancillary right that would fall within the scope of protection of the property rights under Article 14(1) of the Basic Law.³⁹ Yet, in many cases, the ‘owners’ of data to which access is sought have acquired said data as part of their past professional activity and will want to use it for their professional activity in the future. This generally triggers protection by the freedom of occupation under Article 12 of the Basic Law. Even if this were not the case, the data owner would still be protected by the general freedom of personality of Article 2(1) of the Basic Law. This protection might not be particularly strong from a constitutional point of view, but – in my view – it would in any case prohibit a general right of access to data and thus a corresponding state duty to establish and regulate such a right. In this context, it should be borne in mind that the premature creation of data access rights can also have a negative impact on innovation in data-based business models, given

³⁸ Cf. Wischmeyer and Herzog (n. 32).
the negative influence on the investment incentives of all market participants.\textsuperscript{40} This also needs to be considered in the constitutional context.

Even though the legislature, therefore, does not have a general constitutional duty to create statutory data access rights, it still must be considered whether such a duty can arise in extraordinary situations. Such a situation is inter alia conceivable in case of the emergence of private data monopolies which are capable of permanently eliminating competition in markets in which data is an essential input factor. Even if the refusal to give access to data is in principle protected by the monopolist’s freedom of occupation,\textsuperscript{41} it is obvious that from a constitutional point of view the legislature would be allowed to impose restrictions on that right of the monopolist in order to protect competition.\textsuperscript{42} This could possibly also encompass a statutory right to data access. However, it does not seem impossible that the authority to enact statutes to protect competition may convert to a legislative duty to act if competition becomes permanently and effectively impossible without respective data access rights. In this context, it should clearly be noted that such a legislative duty should only be seen as an ultima ratio. It can only manifest where markets are no longer contestable in the long-term without respective data access rights, in such a way that it becomes effectively and structurally impossible for other holders of fundamental rights to exercise their economic freedoms.

\textbf{III. Interim result}

As a further interim result, the fundamental rights do not stipulate any general duty for the legislature to enact data access rights. This is true of the access to public sector data as well as of the data of private individuals. However, a fundamental duty to create data access rights that safeguard competition should be considered when the control over data leads to a


\textsuperscript{41} Similar Wischmeyer and Herzog (n. 32) 292.

permanent and far-reaching exclusion of competition, i.e. when markets are not contestable and the exercise of economic freedoms becomes impossible for other market participants.

E. Constitutional limits for data access rights?

If, in summary, there is no legislative duty to create data access rights but – depending on the circumstances – an authority to enact statutory data access rights, the question arises to what extent the Basic Law sets any limits for the establishment of such rights. In this context, it should be noted that from a constitutional point of view the general authority of the legislature to establish these rights is not in doubt. To answer the question regarding the limits of this authority, a distinction must again be made between data access rights for the government in relation to private data on the one hand and data access rights between private individuals on the other.

I. Data access rights of the government

If the government desires access to data of private individuals, this triggers the protection by the fundamental rights in their traditional capacity as defensive rights, requiring a justification for every state attributed restriction of a protected freedom. \(^{43}\) Again, it should be emphasised that this also applies to non-personal data. Depending on the specific design of data access rights, the economic rights of Articles 12 (freedom of occupation), 14 (freedom of property) and 2(1) (general freedom of action) of the Basic Law will be relevant.

Against the background of the above, rights of access of the state to data are only permissible where they are founded on a statutory legal basis and if they are proportionate. This means they must pursue a legitimate goal
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\(^{43}\) Dreier (n. 4) Vor. Art. 1 GG para. 84; Isensee (n. 4) § 191 para. 2; cf. also von Münch and Kunig (n. 10) Vor. Art. 1 GG paras 11–12; cf. German Federal Constitutional Court, 15 January 1958, Case 1 BvR 400/51, 7 Entscheidungen des Bundesverfassungsgerichts 198, 204-205 – Lüth; 6 January 1957, Case 1 BvR 253/56, 6 Entscheidungen des Bundesverfassungsgerichts 32, 41 – Elfes.
and have to be suitable, necessary and appropriate in relation to said goal.\textsuperscript{44} The mere fact that private individuals have access to data that is useful for the government or for the general public is not sufficient to establish a proportionate restriction of the fundamental freedoms of the data owner. Although no court decisions have yet been published in this specific context, it can be deduced from the case law of the German Federal Constitutional Court on the involvement of private parties to fulfil public tasks (\textit{Indienstnahme Privater}) that the government cannot demand access to private resources in the fulfilment of its public duties simply by reason that said resources are at the disposal of a private party. On the contrary, it is required that said private party has a special responsibility or ability for achieving the public purpose, which can particularly result from the fact that a private actor has exclusive access to certain input factors.\textsuperscript{45} As a result, it is inter alia conceivable that under certain conditions data access rights are justifiable for the improvement of medical care, as is currently being discussed.\textsuperscript{46}

When balancing the public or government interest in obtaining access to private data on the one hand and the interests of a private data owner in maintaining secrecy on the other hand, it is certainly also important to consider the extent to which the existence of the data in question is the re-


sult of the exercise of a freedom protected by fundamental rights in the past and to what extent said data will be important for its owners when exercising their fundamental freedoms in the future. Moreover, even if one were to agree that the establishment of data access rights can generally be constitutionally justified under certain circumstances, the actual access may only be permissible in return for financial compensation.

Finally, additional limits on the state’s access rights to data of private individuals can result from legally protected interests of third parties when it comes to access to their data which is held by another private individual. This may even be true where such data is not personal, e.g. when it is subject to intellectual property rights or where it contains business and trade secrets, which may exclude a right of access in individual cases. Data access rights of the state must not force a private party obliged to give access to violate the rights of third parties. In case of doubt, the state must seek access to such data from the primary source, meaning the affected third party.

II. Private data access rights

If the legislature wants to establish statutory data access for private individuals against one another, clearly this also encroaches on the fundamental rights of the individuals obliged to grant access. In this respect, the limits applicable to such rights are generally comparable to those applicable to data access rights of the government. Accordingly, they require a legal basis, have to pursue a legitimate goal and must be proportionate in relation to that goal.

The abovementioned protection of competition from ‘data market power’ can serve as such a legitimate goal. In this respect, the legislature is also authorised to create competition-protecting statutes concerning private le-
gal relationships. Nonetheless, it is still necessary to thoroughly establish the proportionality of said statutes. In this context, the relevant questions are: Firstly, is the data access really suitable for preventing detriments to competition? Secondly, is the data access necessary to prevent such harm or are there less restrictive measures? Thirdly, is the data access appropriate regarding the fact that it may lead to a devaluation of investments in the development of data collections and therefore reduce future business opportunities if said data collection can no longer be used exclusively by the data owner? A distinction will also have to be made as to whether data access should be designed to depend on an abusive refusal to grant access by the data owner or whether it should also be possible without such an abuse. In the latter case, the constitutional requirements for the justification of a statutory data access right are certainly higher, since the party obliged to give access to data on the basis of its having refused access is in principle exercising fundamental legal freedoms. Finally, it must be considered how compensation for data access can be granted, because it seems to be clear that data access to private data by other private parties will generally speaking only be constitutional if the obliged party is compensated for granting access.

III. Interim result

In principle, the legislature is entitled to create statutory data access rights. However, such access needs to be justified, given the fact that it encroaches on the fundamental rights of the party obligated to grant access – largely irrespective of who is supposed to receive access. In this respect, it is also conceivable to enact data access rights in favour of private individuals in order to protect effective competition. However, these rights need to be weighed against the fundamental rights of the parties obliged to grant the access. The requirements for constitutional justification become higher the more the control over data by a private party is a result of the owners exercising their freedoms protected by the fundamental rights and the more

49 See Art. 74(1) no. 16 GG; on this Degenhart (n. 37) Art. 74 para. 65; Christian Seiler, in Volker Epping and Christian Hillgruber (eds), Beck-Online-Kommentar Grundgesetz (43th edn, C.H. Beck 2020) Art. 74 para. 57; German Federal Constitutional Court, 14 March 1990, Case KVR 4/88 (KG), (1990) Gewerblicher Rechtsschutz und Urheberrecht 702, 703. Referring to market dominance in data, cf. Sec. 18(3a) No. 4 German Act against Restraints of Competition.
the denial to give access to this data serves the future exercise of the freedoms protected by these fundamental rights.

F. Final result

The constitution provides a framework for data access rights that limits the legislature in terms of the chosen motive and its specific design, but also leaves considerable leeway. The legislature has a general authority to establish data access rights if they are proportionate. A general duty to establish such rights, however, does not exist. Only in extraordinary circumstances can the legislative authority be transformed into a legislative duty if data monopolists are able to hinder competition effectively and permanently in such a way that the respective market is no longer contestable.